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A Q&A guide to data protection in the Dominican Republic. 
  
This Q&A guide gives a high-level overview of data protection rules and principles, including obligations on the 
data controller and the consent of data subjects, rights to access personal data or object to its collection, and 
security requirements. It also covers cookies and spam, data processing by third parties, and the international 
transfer of data. This Q&A also details the national regulator, its enforcement powers, and sanctions and 
remedies. 
  
To compare answers across multiple jurisdictions, visit the Data protection Country Q&A tool. 
  

Regulation 

Legislation 

1. What national laws regulate the collection and use of personal data? 
  

General laws 
The Constitution of the Dominican Republic 2015 (in Spanish) (Constitution): 
  

• Sets out the basic tenets of the Dominican Republic’s legal framework on privacy, recognizing individuals’ 
right to intimacy and to live free from interference in their private lives as fundamental rights. 

• Requires that personal data or information be treated according to certain principles, including the 
principles of: 

• reliability; 
• legality; 
• integrity; 
• security; and 
• purpose limitation. 

(Article 44, Constitution.) 
  
Law No. 172-13 for the Protection of Personal Data (in Spanish) (PDP Law) is the Dominican Republic’s 
comprehensive data protection law. The PDP Law: 
  

• Governs the collection, storage, safekeeping, use, and access rights of personal data recorded in files, 
databases, and registries for issuing public or private reports. 

• Regulates the incorporation and operation of Dominican credit bureaus, defined as companies that collect, 
organize, store, conserve, provide, transfer, or transmit consumer data to provide credit scores or reports 

https://dataprivacyadvisor.thomsonreuters.com/QACompare/Builder/Country?originationContext=document&transitionType=PLDocumentLink&contextData=(sc.Folder)#/questions?topicName=Data%20Protection
http://www.consultoria.gov.do/Documents/GetDocument?reference=3f3df819-9415-44db-a5fb-983016818f68
http://dataprivacyadvisor.thomsonreuters.com/Document/I8417ad931cb111e38578f7ccc38dcbee/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://www.poderjudicial.gob.do/documentos/PDF/leyes/LEY_172_13.pdf
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and related goods and services. The PDP Law’s provisions regulating credit bureaus are outside the scope 
of this Q&A. 

 

Sectoral laws 
Several sectoral laws address data protection and privacy in the Dominican Republic, including: 
  

• Law No. 183-02 Monetary and Financial Law (in Spanish), which imposes on banks and other regulated 
financial institutions: 

• secrecy requirements; 
• a legal obligation to maintain confidentiality regarding deposits received from the public and refrain from 

revealing information in a detailed or segregated manner that could reveal the identity of their 
customers or account holders. 

• The Dominican Monetary Board’s Cyber Security and Information Security Regulations (in Spanish), which 
set out: 

• guidelines and obligations for financial entities and payment system participants to maintain information’s 
integrity, availability, and confidentiality and the efficient functioning of technological infrastructure; and 

• prevention and management requirements for financial entities such as banks, savings and loan 
associations, and payment system participants. 

• Law No. 53-07 on High Technology Crime (in Spanish), which protects: 
• the integrity of information systems and their components; 
• information or data stored in or transmitted through information systems; 
• transactions and commercial agreements executed through those means; and 
• the confidentiality of the above. 

• Law No. 192-19 on the Protection of the Image, Honor and Integrity of Injured Persons and the Deceased (in 
Spanish), which expressly recognizes certain rights (including legal action) to protect individuals who have 
died or been injured in an accident from:  

• unlawful intrusions to their private lives; 
• the public disclosure of certain images; and 
• the appropriation of their name or likeness for commercial or similar purposes. 

• Decree No. 230-18 approving the National Strategy on Cyber Security (in Spanish), which indicates that new 
cybersecurity-related regulations may be forthcoming. 

• Law No. 42-01 on General Health (in Spanish), which provides that patients have the right to confidentiality 
of information related to their health files and admission to institutions providing public or private health 
services unless: 

• the patient authorises disclosure; 
• the collective interest requires the disclosure and the patient’s dignity and rights are protected; or 
• a judicial order or special law requires disclosure. 

• Law No. 200-04 on Free Access to Public Information (in Spanish), which provides that an organisation may 
deny an information request that affects an individual’s preponderant private rights and interests, specifically 
if the request involves publication of personal data that invades an individual’s privacy. In that case, the 
organization may provide personal data only if: 

• the individual expressly and unequivocally consents; or 
• a law requires publication. 

• Law No. 136-03 Protection of Children’s Rights Code (in Spanish), which specifies when someone may use 
a minor’s personal data for physical identification, even against the minor’s will. 

• Law No. 11-92 Dominican Tax Code (in Spanish) which establishes that information provided by taxpayers, 
responsible parties, and third parties to the Tax Administration is reserved, and may only be used for the 
proper purposes of administration as authorised by law. 

• Law No. 107-13 Administrative Procedure Law (in Spanish), which: 
• provides that Public Administration personnel who manage personal data must respect an individual’s 

private life and integrity; and 
• prohibits the processing of personal data for unjustified purposes and its transmission to unauthorised 

persons. 
• Law No. 137-11 Organic Law on the Constitutional Court and Constitutional Procedures (in Spanish), which 

http://www.poderjudicial.gob.do/documentos/PDF/leyes/LEY_183_02.pdf
https://www.sib.gob.do/sites/default/files/nuevosdocumentos/20181101_Segunda%20Resolucion_Reglamento_seguridad_cibernetica_de_la_informacion.pdf
http://www.poderjudicial.gob.do/documentos/PDF/leyes/LEY_53_07.pdf
https://sns.gob.do/download/617/prensa-y-comunicaciones/12067/ley-192-19-sobre-proteccion-de-la-imagen.pdf
https://indotel.gob.do/media/10605/decreto-230-18.pdf
http://www.poderjudicial.gob.do/documentos/PDF/leyes/LEY_42_01.pdf
http://www.poderjudicial.gob.do/documentos/PDF/leyes/LEY_200_04.pdf
http://www.poderjudicial.gob.do/documentos/PDF/leyes/LEY_136_03.pdf
http://www.poderjudicial.gob.do/documentos/PDF/leyes/LEY_11_92.pdf
http://www.poderjudicial.gob.do/documentos/PDF/leyes/LEY_107_13.pdf
http://www.poderjudicial.gob.do/documentos/PDF/leyes/LEY_137_11.pdf
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provides that every person is entitled: 
• to a judicial action to ascertain the existence of, and access to, data about that person stored in registries 

or banks of public or private data; and 
• to demand the suspension, rectification, updating, and confidentiality of false or discriminatory data. 

• Law 55-93 on HIV/AIDS, which prohibits HIV/AIDS testing for work-related purposes other than anonymous 
epidemiological research studies that do not involve personal identification data. 

• Decree No. 122-07 Regulation for the Registration of Criminal Record Data (in Spanish), which provides that 
bodies in charge of criminal files and records owe data subjects: 

• access to their own information; 
• accuracy and veracity of the data; 
• security and control of the files and records; 
• equality on the management of the information; 
• rectification and updating of information when appropriate; and 
• protection of the individuals’ privacy. 

 

Scope of legislation 

2. To whom do the laws apply? 
  

Law No. 172-13 for the Protection of Personal Data (PDP Law) applies to: 
  

• Natural persons whose personal information is subject to data processing, known as data subjects. Legal 
persons, such as companies and limited liability partnerships, are excluded. 

• Any person that engages in the treatment of personal data (see Question 4), referred to as data controllers 
(Responsable del tratamiento) and data processors (Encargado del tratamiento) where applicable under 
the PDP Law. 

(Articles 4(4) and 6(1), (12), and (18), PDP Law.) 
  
For more information on: 
  

• Personal data , see Question 3 and Practice Note, Caribbean Data Protection Law: Overview: Data 
Controller, Data Processor, and Data Subject Defined. 

• The treatment of personal data, see Question 4. 
• Exemptions under the PDP Law, see Question 6. 

 

3. What data is regulated? 
  

Law No. 172-13 for the Protection of Personal Data (PDP Law) regulates personal data recorded in files, public 
records, data banks, or other technical means of data processing, whether private or public (Article 1, PDP Law). 
  
Personal data is any numerical, alphabetical, graphic, photographic, acoustic, or other type of information 
concerning an identified or identifiable natural person (Article 6(9), PDP Law). 
  
The PDP Law further classifies personal data into the following categories: 
  

• Specially protected data (sensitive data) is personal data revealing: 

http://www.poderjudicial.gob.do/documentos/PDF/reglamentos_otras_instituciones/Reg_dec_no_122_07.pdf
http://dataprivacyadvisor.thomsonreuters.com/Document/I43e1d2c21c9a11e38578f7ccc38dcbee/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/I43e1d2c01c9a11e38578f7ccc38dcbee/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib9a92cb81c9a11e38578f7ccc38dcbee/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000040
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000040
http://dataprivacyadvisor.thomsonreuters.com/Document/I8417ad981cb111e38578f7ccc38dcbee/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib9a92ca21c9a11e38578f7ccc38dcbee/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
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• racial or ethnic origin; 
• political opinion; 
• religious, philosophical, or moral convictions; 
• union affiliation; and 
• information relating to health or sexual life. 

• Health-related personal data is personal data an individual’s past, present, or future physical or mental 
health. 

• Computer data is personal data submitted to electronic or automated treatment or processing. 

(Article 6(8), (10), and (30), PDP Law.) 
  
For information on processing personal data, see Question 4 and Practice Note, Caribbean Data Protection Law: 
Overview: Personal Data Defined. For more information on processing specially protected data, see Question 11. 
  
 

4. What acts are regulated? 
  

Law No. 172-13 for the Protection of Personal Data (PDP Law) applies to the treatment and subsequent public or 
private use of personal data. 
  
Treatment is any operations and procedures, whether electronic, automated or otherwise, that allow for personal 
data processing, including: 
  

• Collection, generation, preservation, extraction, or organisation. 
• Storage or modification. 
• Evaluation, blocking, or destruction. 
• Transmission to third parties through communications, consultations, interconnections, or transfers. 

(Article 6(21), PDP Law.) 
  
For more information, see Practice Note, Caribbean Data Protection Law: Overview: Data Processing Defined. 
  
 

5. What is the jurisdictional scope of the rules? 
  

Law No. 172-13 for the Protection of Personal Data (PDP Law) applies to: 
  

• The treatment of personal data inside the Dominican Republic. 
• International transfers of personal data from the Dominican Republic. 

(Articles 6(2) and 80, PDP Law.) 
  
The Dominican Republic does not generally require an organization to appoint a designated individual, such as a 
data protection or privacy officer, to oversee the organization’s compliance with legal obligations. However, there 
may be sector-specific obligations (see Question 8). 
  
For more information, see Practice Note, Caribbean Data Protection Law: Overview: Jurisdictional Scope of Data 
Protection Laws and Requirements to Appoint Data Protection Officers. 

http://dataprivacyadvisor.thomsonreuters.com/Document/I8d24001259ec11e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000008
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000008
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000044
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000004
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000004
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000027
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6. What are the main exemptions (if any)? 
  

Law No. 172-13 for the Protection of Personal Data (PDP Law) does not apply to: 
  

• Personal data maintained by individuals exclusively for personal and domestic activities. 
• Personal data maintained by security and intelligence agencies of the Dominican Republic in charge of 

preventing, processing, and prosecuting crimes. 
• A deceased person’s personal data. 
• The treatment of legal entities’ data (see Question 2). 
• Legal entities’ personnel files with the following limited employee information: 

• first and last names; 
• positions held; 
• physical and email addresses; and 
• work phone and fax numbers. 

(Article 4, PDP Law.) 
  

Notification 

7. Is notification or registration required before processing data? 
  

The Dominican Republic does not have a national data protection authority. Therefore, Law No. 172-13 for the 
Protection of Personal Data does not require notification or registration before processing personal data. 
  
For more information on data subject consent requirements, see Question 9. 
  

Main data protection rules and principles 

Main obligations and processing requirements 

8. What are the main obligations imposed on data controllers to ensure data 
is processed properly? 
  

Under Law No. 172-13 for the Protection of Personal Data (PDP Law), data controllers must observe the following 
general principles: 
  

• Lawfulness. Personal data may not be kept or used for purposes contrary to the law or public order. 
• Accuracy and quality of the information. Personal data collected for treatment must be: 

• accurate, adequate, and relevant to the purposes for which it was collected; 
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• properly updated if necessary; 
• suppressed, excluded, or substituted if it is inaccurate or incomplete; and 
• stored in a way that allows data subjects to exercise their legal rights to access the data. 

• Notification to data subjects. If the treatment or transmission of personal data requires data subjects’ 
consent, prior notice must be given indicating: 

• the purposes for which the data will be used; 
• any potential recipients of the data; 
• the existence of the database or files; 
• the data controller’s identity and domicile; and 
• the data subject’s right to exercise legal remedies to access, correct, or suppress the data. 

• Consent. Data controllers must obtain data subjects’ consent before the treatment or transfer of personal 
data unless an exception applies (see Question 9 and Question 10). 

• Data security. Data controllers must adopt and implement technical, organizational, and security 
measures to guarantee the personal data’s security and prevent alteration, loss, or potential unauthorized 
access. 

• Duty of professional secrecy. Data controllers and all persons engaged in the treatment of personal data 
are subject to a duty of professional secrecy, which requires them to preserve and refrain from disclosing the 
data’s confidentiality. This obligation survives the termination of the relationship between data controller and 
data subject. 

• Duty of loyalty. Data controllers may not collect personal data through fraudulent, disloyal, or unlawful 
means. 

• The data’s purpose. Personal data may not be processed in a way that exceeds the determined, explicit, 
and legitimate scope and purpose for which it was obtained, often called purpose limitation. 

(Article 5, PDP Law.) 
  
The Dominican Republic does not generally require an organization to appoint a designated individual, such as a 
data protection or privacy officer, to oversee the organization’s compliance with legal obligations. However, there 
may be sector-specific obligations (see Question 1). For example, financial institutions and payment systems 
administrators subject to the Dominican Monetary Board’s Cyber Security and Information Security Regulations 
must appoint a Cyber Security and Information Safety Officer. 
  
 

9. Is the consent of data subjects required before processing personal data? 
  

Under Law No. 172-13 for the Protection of Personal Data (PDP Law), data subjects must consent before their 
personal data is processed unless an exception applies (Article 4, PDP Law; see Question 10). 
  
Consent is any free, unambiguous, specific, and informed manifestation through which data subjects agree to the 
processing of their personal data (Article 6(7), PDP Law). Consent therefore cannot be implied or inferred. Online 
consent that meets the PDP Law’s statutory requirements may be appropriate in certain circumstances as 
determined on a case-by-case basis. 
  
Under the Civil Code of the Dominican Republic (Civil Code), minors under 18 must be legally represented by 
their parents or legal guardians to give consent (Article 488, Civil Code). 
  
For more information on notice requirements before consent may be obtained, see Question 8 and Practice Note, 
Caribbean Data Protection Law: Overview: Data Subject Consent Requirements. 
  
 

http://dataprivacyadvisor.thomsonreuters.com/Document/I1a110ff55ea511e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/Ibcdae8125a0c11e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/I8d24008059ec11e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/I8d24008059ec11e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/I1a11102e5ea511e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/I069d8b2e5a2411e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000045
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000045
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10. If consent is not given or required, on what other grounds (if any) can 
processing be justified? 
  

Under Law No. 172-13 for the Protection of Personal Data (PDP Law), consent is not required for personal data 
treatment or processing if: 
  

• The personal data is obtained: 
• from public sources; 
• in connection with the performance of state functions or under a legal obligation; 
• for lists for marketing purposes and limited to name, identification or passport number, tax identification, 

or other biographical information; or 
• from clients in relation to the activities of regulated financial intermediation entities and entities that 

develop tools for credit ratings for the evaluation of risk of the debtors of the commercial and financial 
system. 

• The treatment or processing is: 
• derived from a professional, scientific, contractual, employment, or commercial relationship with the data 

subject; and 
• necessary to develop and fulfill that relationship. 

• The treatment or processing is: 
• provided by law; 
• performed directly between state government agencies; 
• necessary for reasons of public health, emergency, or epidemiological studies, if the data subjects’ 

identity is preserved through adequate dissociation mechanisms; or 
• done by public security and intelligence agencies responsible for preventing, persecuting, and punishing 

crimes if prior judicial authorization is obtained. 
• The data controller applies an information dissociation process to ensure that the data subjects are not 

identifiable. 

(Articles 5(4) and 27, PDP Law.) 
  

Special rules 

11. Do special rules apply for certain types of personal data, such as 
sensitive data? 
  

Law No. 172-13 for the Protection of Personal Data (PDP Law) provides special rules for specially protected or 
sensitive data (see Question 3). 
  
A person generally cannot be compelled to provide specially protected or sensitive data involuntarily. Therefore, 
data controllers cannot create files, databases, or registries to store data that directly or indirectly reveals 
specially protected or sensitive data without the data subjects’ free, conscious, and express consent. 
  
Specially protected or sensitive data may be collected and processed without data subjects’ consent however: 
  

• By churches, religious associations, non-profit associations, hospitals, political organizations, and unions to 
keep records of their members or associates. 

• If: 
• there is a legally recognized public interest in the collection or processing; or 
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• the data is collected or processed for statistical or scientific purposes when the data subjects cannot be 
identified. 

Personal data related to: 
  

• Racial origin, health, or sex life may be processed without a data subject’s consent when necessary to 
provide prevent or treat an illness, provided that the data processing is carried out by a professional subject 
to professional secrecy rules. 

• The commission of criminal offenses may only be included in personal data files and processed or 
communicated to public registries after a public judicial process has been filed. 

(Articles 75 and 77, PDP Law.) 
  
For more information, see Practice Note, Caribbean Data Protection Law: Overview: Sensitive Personal Data 
Processing. 
  

Rights of individuals 

12. What information should be provided to data subjects at the point of 
collection of the personal data? 
  

Under Law No. 172-13 for the Protection of Personal Data (PDP Law), before processing personal data, data 
controllers must provide the following information to data subjects in a clear and express manner: 
  

• The purposes for which the data will be processed. 
• Any potential recipients of the data. 
• The existence of the database or files. 
• The data controller’s identity and domicile. 
• The data subject’s right to exercise legal remedies to access, correct, or suppress the data. 

(Article 5(3), PDP Law.) 
  
The PDP Law does not specify how data controllers should send the required information to data subjects. 
  
 

13. What other specific rights are granted to data subjects? 
  

Under Law No. 172-13 for the Protection of Personal Data (PDP Law), data subjects are granted the following 
rights: 
  

• Right of consultation for data protection. Data subjects have the right to take judicial action to determine 
whether their personal information is kept in a public or private database (Article 7, PDP Law). 

• Right of access. Data subjects have the right: 
• to access their personal data stored in public or private databases; and 
• to know the purpose for which their data is used. 

• (Article 10, PDP Law.) 

http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000041
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000041
http://dataprivacyadvisor.thomsonreuters.com/Document/Idfd7cbd45a3811e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
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• Rights of rectification, correction, and exclusion. Data subjects have the right to request that their 
personal data be rectified, amended, updated or excluded from databases or files. These rights are 
independent of one another and may be exercised individually. (Articles 8 and 9, PDP Law.) 

• Right to compensation. Data subjects who suffer damages from a breach of the PDP Law are entitled to 
compensation (Article 16, PDP Law). 

• Habeas data action. Data subjects have the right to request a habeas judicial action to ascertain the 
existence of personal data stored in files, records, or public or private databases derived from a commercial, 
labor, or contractual relationship with a public or private entity (Article 17, PDP Law). 

For more information, see Practice Note, Caribbean Data Protection Law: Overview: Data Subject Rights. 
  
 

14. Do data subjects have a right to request the deletion of their personal 
data? 
  

Under Law No. 172-13 for the Protection of Personal Data (PDP Law), data subjects have the right to request that 
their personal data be excluded or deleted particularly when it is inaccurate or incomplete (Article 8, PDP Law). 
  
On receipt of the data subject’s request, data controllers have ten days to verify the data subject’s deletion claim 
and delete the affected personal data. Data controllers may object to the request if: 
  

• They are legally or contractually bound to store the affected data. 
• Deleting the affected data would injure the rights or legitimate interests of third parties. 

(Articles 15 and 24, PDP Law.) 
  

Security requirements 

15. What security requirements are imposed in relation to personal data? 
  

Law No. 172-13 for the Protection of Personal Data (PDP Law) requires data controllers and processors treating 
or processing personal data to adopt and implement the necessary technical, organizational, and security 
measures to: 
  

• Guarantee the data’s security. 
• Prevent alteration or loss of, or potential unauthorized access to, the data. 

Controllers and processors treating or processing personal data must: 
  

• Maintain the data under sufficiently secure conditions to prevent adulteration, loss, or unauthorized access. 
• Adopt internal privacy guidelines and procedural manuals to ensure adequate compliance with the PDP 

Law. 
• Limit access to the data to only authorized persons. 

(Articles 5(5) and 13, PDP Law.) 
  
The PDP Law also provides that data controllers, relevant professional associations, or trade groups formulate 

http://dataprivacyadvisor.thomsonreuters.com/Document/I069d8d7e5a2411e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000028
http://dataprivacyadvisor.thomsonreuters.com/Document/Iff1e7e015a3311e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/Iff1e7d985a3311e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
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templates for guidelines or codes setting out: 
  

• Rules concerning the processes and equipment used to treat personal data. 
• Other operational rules or standards. 

There may be other sector-specific data security requirements (see Question 1). For example, while Law No. 
53-07 on High Technology Crime does not require specific security measures or requirements, it does expressly 
provide that legal entities may be liable for damages when their negligence or their representatives’ or employees’ 
lack of vigilance results in the commission of any criminal felonies. 
  
For more information, see Practice Note, Caribbean Data Protection Law: Overview: Security for Personal Data. 
  
 

16. Is there a requirement to notify personal data security breaches to data 
subjects or the national regulator? 
  

There is no general requirement under Law No. 172-13 for the Protection of Personal Data to notify data subjects 
or the Superintendency of Banks of a data security breach (see Box, Regulator details). 
  

Processing by third parties 

17. What additional requirements (if any) apply where a third party processes 
the data on behalf of the data controller? 
  

Law No. 172-13 for the Protection of Personal Data (PDP Law) does not impose additional requirements on third 
parties that process data on the data controller’s behalf. However, the PDP Law’s general data subject notice 
and consent requirements still apply (see Question 8 and Question 9). 
  
The PDP Law does not expressly address whether data controllers are liable for the actions of third parties 
processing data on their behalf. However, any person engaged in the treatment of personal data (including 
collection, assignment, and processing) is subject to the PDP Law’s requirements (Articles 5(3), 6(19), and 28, 
PDP Law). 
  
For more information, see Practice Note, Caribbean Data Protection Law: Overview: Third Party Processing. 
  

http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000042
http://dataprivacyadvisor.thomsonreuters.com/Document/Idfd7cc005a3811e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/Idfd7cc005a3811e89bf199c0ee06c731/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000043
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Electronic communications 

18. Under what conditions can data controllers store cookies or equivalent 
devices on the data subject’s terminal equipment? 
  

 
Law No. 172-13 for the Protection of Personal Data (PDP Law) does not expressly prohibit or otherwise restrict 
the use of cookies or equivalent devices on the data subject’s terminal equipment. However, the PDP Law’s 
general data subject notice and consent requirements would apply (see Question 9 and Question 10). 
  
For more information, see Practice Note, Caribbean Data Protection Law: Overview: Cookies. 
  
 

19. What requirements are imposed on the sending of unsolicited electronic 
commercial communications (spam)? 
  

Law No. 310-14 on Unsolicited Electronic Commercial Communications (SPAM) (in Spanish) (SPAM Law) 
regulates the sending of unsolicited electronic commercial communications (spam). A commercial communication 
is any data message sent to an indiscriminate number of people, without their due authorization, to directly or 
indirectly promote or market the image, goods, or services of a company, organization, or person undertaking a 
commercial, industrial, artistic, or professional activity (Article 3(2), SPAM Law). Under the SPAM Law, all 
commercial communications must include: 
  

• The word publicity (publicidad) in the email’s subject field. 
• The sender’s name, address, and telephone number or email address. 
• An opt-out mechanism, such as an email address or link that allows the recipient to unsubscribe or indicate 

the desire to stop receiving the messages. 

(Articles 4 to 6, SPAM Law.) 
  
The SPAM Law generally prohibits direct or indirect sending of spam unless the recipient has given consent. 
Spam may be spent, however, when the recipient: 
  

• Has a pre-existing commercial relationship with the sender; and 
• Has not expressed a desire to unsubscribe or opt-out. 

(Article 8, SPAM Law.) 
  
If the recipient expresses a desire at any time to unsubscribe or opt-out, the sender must cease sending spam 
within two business days after the request (Article 5(4), Spam Law). 
  

http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000038
http://www.poderjudicial.gob.do/documentos/PDF/leyes/LEY_ley_310_14.pdf
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International transfer of data 

Transfer of data outside the jurisdiction 

20. What rules regulate the transfer of data outside your jurisdiction? 
  

Under Law No. 172-13 for the Protection of Personal Data (PDP Law), transfers of data outside the Dominican 
Republic may only be carried out when: 
  

• The data subject freely authorizes the data transfer, or when the laws allow it. 
• Exchanging medical data: 

• to treat a data subject; or 
• for an epidemiological investigation or reasons of health or public hygiene. 

• Necessary for bank transfers or stock exchanges. 
• The data transfer is: 

• agreed to or contemplated by international treaties, conventions, or free trade agreements signed by the 
Dominican Republic; 

• for purposes of international cooperation among intelligence agencies to combat organized crime, 
terrorism, human trafficking, drug trafficking, and other crimes; 

• necessary to perform a contract between the data subject and the data controller, or for the execution of 
pre-contractual measures; 

• legally required to safeguard the public interest, for the recognition, exercise, or defense of a right in 
judicial proceedings, or for tax or customs agencies to execute their purposes; 

• for providing or requesting international judicial assistance; or 
• is requested from a public database or registry by an international agency with a legitimate interest. 

(Article 80, PDP Law.) 
  
Companies that intend to transfer personal data to affiliates or subsidiaries outside of the Dominican Republic are 
subject to the same requirements. 
  
For more information, see Practice Note, Caribbean Data Protection Law: Overview: Cross-Border Data 
Transfers. 
  
 

21. Is there a requirement to store any type of personal data inside the 
jurisdiction? 
  

Under Law No. 172-13 for the Protection of Personal Data (PDP Law), personal data collected in the Dominican 
Republic should be stored in the Dominican Republic (Articles 6(20) and 80, PDP Law). 
  
International transfers of personal data stored in the Dominican Republic must meet statutory requirements (see 
Question 20). 
  
 

http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000019
http://dataprivacyadvisor.thomsonreuters.com/Document/Ib0bd42458aa111e8a5b3e3d9e23d7429/View/FullText.html?originationContext=document&vr=3.0&rs=cblt1.0&transitionType=DocumentItem&contextData=(sc.Search)#co_anchor_a000019
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Data transfer agreements 

22. Are data transfer agreements contemplated or in use? Have any standard 
forms or precedents been approved by national authorities? 
  

Law No. 172-13 for the Protection of Personal Data (PDP Law) does not contemplate the general use of data 
transfer agreements and no standard forms or precedents have been approved. 
  
Under the PDP Law, however, users or subscribers of Credit Information Company (CIC) databases must sign a 
contract for the provision of services with the corresponding CIC (Article 52, PDP Law). These contracts are 
outside the scope of this Q&A. 
  
 

23.Is a data transfer agreement sufficient to legitimise transfer, or must 
additional requirements (such as the need to obtain consent) be satisfied? 
  

Law No. 172-13 for the Protection of Personal Data does not contemplate the use of data transfer agreements 
(see Question 22). Data subjects must consent to a data transfer unless an exception applies (see Question 9 
and Question 10). 
  
 

24. Does the relevant national regulator need to approve the data transfer 
agreement? 
  

Law No. 172-13 for the Protection of Personal Data does not contemplate the use of data transfer agreements 
(see Question 22). 
  

Enforcement and sanctions 

25. What are the enforcement powers of the national regulator? 
  

The Dominican Republic does not have a national data protection authority. However, the Superintendency of 
Banks of the Dominican Republic oversees and supervises credit bureaus under Law No. 172-13 for the 
Protection of Personal Data (see Regulator details). 
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26. What are the sanctions and remedies for non-compliance with data 
protection laws? 
  

Under Law No. 172-13 for the Protection of Personal Data (PDP Law), anyone suffering injury from a violation or 
breach of the PDP Law has the right to recover damages. The PDP Law specifically recognizes the following 
claims for damages: 
  

• The unjustified refusal to allow a data subject to review, correct, or cancel their personal data stored in a 
database or registry. 

• The refusal to amend or exclude data from a database or registry after the data subject has obtained a legal 
decision for amendment or exclusion. 

• Seriously or repeatedly violating court-issued judgments. 

(Article 85, PDP Law.) 
  
In addition to any direct damages, law enforcement may assess a fine ranging from ten to fifty times the minimum 
wage for the following infractions: 
  

• Wrongfully or intentionally inserting or causing the insertion of false information into a database. 
• Wrongfully or intentionally providing false information contained in a database to a third party. 
• Knowingly and unlawfully accessing a database or otherwise bypassing or breaching security 

(confidentiality) systems. 
• Disclosing the personal data contained in a database to a third party, when such disclosing party was legally 

bound to maintain the confidentiality or secrecy of the data. 

(Article 84, PDP Law.) 
  
Any person violating the PDP Law may also be punished with correctional imprisonment of up to six months. 
  
Finally, the PDP Law also provides for administrative sanctions and penalties that may be enforced by the 
Superintendency of Banks of the Dominican Republic against credit bureaus. 
  
Law No. 53-07 on High Technology Crime (see Question 1) criminalizes: 
  

• Unauthorized access or attempts to access an information system. 
• Unlawful interception of or interference with transmissions of data or signals. 
• The alteration or damaging of electronics system’s data and components, a telematics system, or a 

telecommunications system for fraudulent purposes. 
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REGULATOR DETAILS 
 

Superintendency of Banks of the Dominican Republic (Superintendencia de Bancos de la 
República Dominicana) 
W www.sb.gob.do/ 
  
Main areas of responsibility. 
  

• Supervises financial intermediaries to verify compliance with applicable legislation, requests 
the creation of provisions to cover risks, demands compliance with current legal and regulatory 
provisions, and imposes penalties for non-compliance. 

• With respect to Law No. 172-13 for the Protection of Personal Data, empowered to take 
necessary actions to comply with the objectives and enforce the provisions of the law. 
Specifically, the Superintendency of Banks must assist and advise natural persons regarding 
the scope and the legal means available for the defence of their rights, inspect and supervise 
Credit Information Companies, and impose the corresponding administrative sanctions for 
legal violations. 

 

 

 
ONLINE RESOURCES 

W www.poderjudicial.gob.do/marco_juridico/leyes.aspx 
  
Description. Official website of the Supreme Court of the Dominican Republic, which provides 
up-to-date text of all Dominican legislation. Only available in Spanish. 
  
W www.consultoria.gov.do/consulta/ 
  
Description. Official website for the General Counsel for the Executive Branch, which provides 
up-to-date text of all the Dominican legislation. Only available in Spanish. 
  

 

http://www.sb.gob.do/
http://www.poderjudicial.gob.do/marco_juridico/leyes.aspx
http://www.consultoria.gov.do/consulta/
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